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UWAGA! Przestrzegamy przed 

oszustami, którzy wysyłają fałszywe 

maile 

• Oszuści podszywający się pod urzędy skarbowe wysyłają 

fałszywe wiadomości e-mail z załącznikami. 

• Próbują wyłudzić poufne informacje, takie jak: dane 

osobowe, numery kont bankowych, adresy i hasła poczty 

elektronicznej. 

• Jeśli otrzymałeś podejrzaną wiadomość e-mail albo masz 

wątpliwości co do jej autentyczności, skontaktuj się 

z infolinią KAS: 22 330 03 30 lub najbliższym urzędem 

skarbowym. 
 

Przestrzegamy przed oszustami, którzy za pomocą fałszywych e-maili próbują 

wyłudzić dane. Wysyłają oni fałszywe wiadomości e-mail, w których zachęcają 

do otwarcia załącznika z powiadomieniem od naczelnika urzędu skarbowego. 

Jest to próba wyłudzenia informacji. 

Krajowa Administracja Skarbowa nigdy nie przesyła w swoich 

wiadomościach e-mail linków do płatności i nie prosi w nich o podawanie 

danych wrażliwych. 

Zwracaj uwagę na adresy e-mail, z których przesyłane są wiadomości oraz 

podawane adresy stron. Najczęściej różnią się jedną literą od prawidłowych 

adresów. Przykład poniżej: 

Prawidłowy adres: us.warszawa.praga@mf.gov.pl 

Fałszywy adres: us.warszawa.prage@mf.gov.pl 

Prawidłowy adres strony www.mazowieckie.kas.gov.pl 

Fałszywy adres: www.mazowikie.kas.gov.pl 

Co robić w przypadku otrzymania takiej wiadomości? 

Pamiętaj, aby nigdy nie podawać nikomu poufnych informacji, zwłaszcza 

po otrzymaniu podejrzanych wiadomości e-mail czy SMS zawierających prośbę 

o udostępnienie danych. 

Jeżeli otrzymana wiadomość e-mail lub SMS budzi Twoje wątpliwości, lub gdy 

ktoś zadzwonił i podał się za pracownika urzędu skarbowego żądając wrażliwych 

informacji, zachęcamy aby zadzwonić i wyjaśnić tę sytuację na infolinii KAS: 22 

330 03 30. 

 

Jeśli chcesz korzystać z elektronicznych kanałów komunikacji z KAS, kontaktuj 

się z nami za pośrednictwem e-Urzędu Skarbowego dostępnego 

na podatki.gov.pl.  

tel:22%20330%2003%2030
tel:22%20330%2003%2030

